Course 2

Identity and Access Management

Objective

Identity with the Access management is basically a framework that helps to ensure that right people in an enterprise have the right access to technology resources. With the help of Identity and Access Management, EMS helps you to define BYOD policies for your employees, adopting SaaS applications and many more. In this course, we are going to understand about simple and secure Identity Management Solutions, Identity + Access Management with EMS, Identity and access management capabilities and so on.

We have divided this course in two classes.

In **class 1,** we will discuss **–**

* What is Simple and Secure Identity Management Solutions?
* What currently EMS supports.
* Understanding Identity + Access Management with EMS.
* What basically IAM or Identity and Access Management do?
* Understanding benefits and capabilities of IAM.
* Understanding how you can protect your business with IAM in the Cloud that is by using Azure Active Directory and Azure AD Identity Protection?
* Why use Azure Multi-Factor Authentication?
* At last, we will discuss Azure AD Privileged Identity Management.

In **class 2,** You will learn –

* What is Azure Multi-Factor Authentication and how it works?
* Understanding Azure Multi-Factor Authentication Architecture.
* Understanding Azure Active Directory reporting.
* What is Azure Active Directory Application Proxy?
* At last you will get to know about Azure Active Directory Connect Health.